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Specification

Enigma 4.0 CloudKeyModel

Form Factor

Secure Data

Encryption Method

Interface

Crypto Processor

AES Mode of Operation

Encryption Strength

Supported OS for Login

2 Factor Authentication

From 64GB to 1TBBuilt-in flash drive

USB dongle

Data-In-Motion  (File/Folder Encryption)

Encrypts selective file/folder of host detectable 
storage drives

USB 3.1 (Compatible with USB 1.0/1.1/2.0/3.0)

X-Wall MX+

Certification

ECB/CBC

256-bit

(Supports up to Windows 7, 8, 8.1, 10 Professional 
 & Enterprise 32/64-bit versions)

(Supports up to MAC OS X 10.12; MAC support 
  is optional)

Yes

CES
Communication Security Establishment

Selective files/folders of any detectable storage drives, including such as UFD, USB or 1394 drives, 
NAS, iCloud, Dropbox, OneDrive and Google Drive.
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